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United States Postal Service § 262.4

information system; usually this is a
Vice President.

[49 FR 30693, Aug. 1, 1984, as amended at 51
FR 26385, July 23, 1986; 60 FR 57344, Nov. 15,
1995; 63 FR 6481, Feb. 9, 1998

§ 262.3 Information.
Data combined with the knowledge of

its context and having the potential to
serve a Postal Service use.

(a) Sensitive information. Information
which has been identified by the USPS
as restricted or critical.

(1) Critical information. Information
that must be available in order that
the Postal Service effectively perform
its mission and meet legally assigned
responsibilities; and for which special
precautions are taken to ensure its ac-
curacy, relevance, timeliness and com-
pleteness. This information, if lost,
would cause significant financial loss,
inconvenience or delay in performance
of the USPS mission.

(2) Restricted information. Information
that has limitations placed upon both
its access within the Postal Service
and disclosure outside the Postal Serv-
ice consistent with the Privacy and
Freedom of Information Acts.

(i) Restricted mandatory. Information
that has limitations upon its internal
access and that may be disclosed only
in accordance with an Executive Order,
public law, or other Federal statute
and their supporting postal regula-
tions.

(ii) Restricted discretionary. Informa-
tion that has limitations upon its in-
ternal access and that may be withheld
from external disclosure solely in ac-
cordance with postal regulations, con-
sistent with the Freedom of Informa-
tion Act.

(b) Classified information (National Se-
curity). Information about the national
defense and foreign relations of the
United States that has been deter-
mined under Executive Order 12356 to
require protection against unauthor-
ized disclosure and has been so des-
ignated.

§ 262.4 Records.
Recorded information, regardless of

media, format, or physical characteris-
tics, including electronic data, devel-
oped or received by the Postal Service
in connection with the transaction of

its business and retained in its cus-
tody; for machine-readable records, a
collection of logically related data
treated as a unit.

(a) Permanent record. A record deter-
mined by the USPS Records Office or
the National Archives and Records Ad-
ministration as having sufficient his-
torical or other value to warrant con-
tinued preservation. (All other records
are considered temporary and must be
scheduled for disposal.)

(b) Corporate records. Those records
series that are designated by the
Records Office as containing informa-
tion of legal, audit, obligatory or archi-
val value about events and trans-
actions of interest to the entire cor-
porate body of the Postal Service. Cor-
porate records are distinguished from
operational records, which have value
only in their day-to-day use, and from
precedential files, which have value
only as examples.

(c) Active record. A record that con-
tains information used for conducting
current business.

(d) Inactive record. A record that con-
tains information which is not used for
conducting current business, but for
which the retention period has not yet
expired.

(e) Vital records. Certain records
which must be available in the event of
a national emergency in order to en-
sure the continuity of Postal Service
operations and the preservation of the
rights and interests of the Postal Serv-
ice, its employees, contractors and cus-
tomers. There are two types of vital
records: Emergency Operating Records
and Rights and Interests Records.

(1) Emergency operating records. Cer-
tain vital records necessary to support
essential functions of the Postal Serv-
ice during and immediately following a
national emergency.

(2) Rights and interest records. Certain
vital records maintained to ensure the
preservation of the rights and interests
of the Postal Service, its employees,
contractors and customers.

[49 FR 30693, Aug. 1, 1984, as amended at 51
FR 26385, July 23, 1986; 60 FR 57344, Nov. 15,
1995; 63 FR 6481, Feb. 9, 1998
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